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Abstract of the contribution: This contribution discusses the Bridge Configuration information, the allocation of port number in 5G virtual bridge and the mapping tables in related 5G NFs, enhances the PDU Session Establishment procedures for the delivery of port information. We address the editor’s notes in clause 5.28 of TS 23.501.
 
1. Introduction
S2-1906772 “Address editor’s notes for 5G Bridge management and QoS mapping” has been agreed in SA2 #133 meeting, but some open issues and editor notes need be further discussed and resolved. 
“Editor's note: It is FFS whether SMF or UPF allocates Port ID on the DS-TT, and how the port ID on the DS-TT side is sent to the UE.”
[bookmark: _Hlk8979973]“Editor's note: It is FFS if additional information is needed.” 
“Editor's note: The details of how to transparently convey port management information between TSN AF and DS-TT/NW-TT (including how to determine whether the related port is located in DS-TT or NW-TT) is FFS.”
This paper addresses the editor’s notes and discusses the following open issues:
1. The allocation of 5G logical bridge port numbers.
2. How to maintain and distribute the bridge information and mapping tables between bridge ports and 5G parameters (in both control plane and data plane).
3. To enhance the PDU Session Establishment procedures for the delivery of port information.

[bookmark: _Toc423019950][bookmark: _Toc423020279][bookmark: _Toc423020296]2. Discussion
IEEE 802.1Q specifies the Bridge Configuration object which models the configuration of the Bridge’s resources. There is a single Bridge Configuration object per Bridge. The Bridge Configuration information of a Bridge includes:
a) Bridge Address—the MAC address for the Bridge 
b) Bridge Name—a text string of up to 32 characters, of locally determined significance.
c) Number of Ports—the number of Bridge Ports (MAC Entities).
d) Port Addresses—a list specifying the following for each Port:
1) Port Number—the number of the Bridge Port 
2) Port Address—the specific MAC address of the individual MAC Entity associated with the Port 
e) Uptime
Port Number is an Unsigned value assigned to a Port as part of a Port Identifier. Valid Port Numbers are in the range 1 through 4095.  
A 5G logical bridge should emulate the behavior of a TSN bridge in order to facilitate its integration with TSN system, minimize the impact to other TSN entities (such as CNC, CUC, end-stations and other bridges). In one hand, a 5G logical bridge should maintain the similar Bridge Configuration information as above, which can be reported to CNC or exposed to other connected TSN bridges/End stations. In the other hand, the 5GS should maintain the forwarding capabilities (e.g. PDU sessions, QoS flows) to transfer the frames between the ports in a 5G logical bridge. 
A set of mapping tables is required to bind the bridge ports and correlated 5G forwarding capabilities, both in control plane and data plane. 
The following section provides more details of the parameters in the mapping tables and procedures for the creation and distribution of the mapping tables. 
2.1 Bridge Configuration information and key parameters 
2.1.1 General
As specified in clause 5.29.1 of TS 23.501, the 5G Bridge is composed of the ports on the UPF (i.e. PSA) side, the user plane tunnel between the UE and UPF, and the ports on the UE/DS-TT side. The granularity of the logical TSN bridge is per UPF.
Figure 1 illustrates an example of the 5G logical bridge configuration, more details of the configuration information is described in the following clauses.
[image: ]
Figure 1. An example of 5G logical configuration

2.1.2 Bridge Configuration information in UE side
When a UE initiates a new connection to TSN (identified by DNN, S-NSSAI) via 5G system, it sends a PDU Session Establishment Request to the network, with a new PDU Session ID generated by the UE.
If the new PDU Session is confirmed by the SMF, the Bridge ID and allocated port number for the UE side (e.g. DS-TT) will be sent to UE. The UE will store the mapping table and maintain the binding between the port number and its PDU Session ID. 
An example of the mapping table in UE side is shown in Figure 2, it refers to the “UE-C” case in the figure 1.
[image: ]
Figure 2. Example of Mapping Table in UE side (with single port)
Ports are associated with bridges. The examples in this paper uses the granularity of per UPF based logical TSN bridge as specified in clause 5.28.1 of TS 23.501. Therefore, the Bridge ID is linked to a UPF.
When the UE is connected to multiple DS-TTs or has a single DS-TT with multiple ports, multiple PDU sessions should be established independently for each port. The UE can store a mapping table with multiple port number and binding with PDU Sessions (as in Figure 3). 
[image: ]
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Figure 3. Example of Mapping table in UE side (with multiple ports)

[bookmark: OLE_LINK7][bookmark: OLE_LINK8]2.1.3 Bridge Configuration information in SMF
Based on the PDU Session Establishment Request initiated by the UE, SMF can identify that the target DNN is serving for TSN. If SMF decides to establish the PDU session, it will select the serving UPF, establish a N4 Session with the UPF.
The allocation of Bridge ID (MAC address of a Bridge), Bridge name, and Port Number in UPF side (e.g. NW-TT) can be pre-configured in UPF, then reported to SMF via N4 reference point. More than one ports per UPF can be configured to connected to TSN (for example, port-A1 and port-A2 in Figure 3).
The allocation of Port Number of the UE side (e.g. DS-TT) can be proceeded by the SMF.
Based on the information collected from the UE and the UPF, the SMF can create/update the bridge configuration information, include: 
· Bridge ID (MAC address of the Bridge), 
· Bridge name (optional), 
· Number of Ports, 
· A list of Port Numbers and corresponding MAC addresses. 
SMF should also maintain a mapping table to indicate the binding relationship between the Port Number and 5G parameters serving the UE connections (e.g. UE ID, PDU Session ID, N4 Session ID). Figure 5 provided an example of the mapping table maintained in SMF.
[image: ]
Figure 4. Example of Mapping table in SMF
Then the SMF will send a N1N2 message to the RAN and the UE via AMF, to inform UE the allocated Port Number for the DS-TT and inform the RAN the CN Tunnel information for UL traffic.
2.1.4 Bridge Configuration information in UPF side
After the SMF receives the PDU Session response from the RAN, which includes RAN Tunnel information for DL traffic. The SMF should send a N4 Session message to the UPF, carrying the RAN Tunnel information and necessary Bridge Management information. The UPF can create/update the mapping table of Bridge, to keep the binding relationship between the Port Numbers (in UE side) and N4 Session ID. An example of the Mapping table is illustrated in Figure 5.
[image: ]
Figure 5. Example of Mapping table in UPF
2.2 PDU Session establishment procedures and Port mapping 
[bookmark: _Hlk529997035]Some of the initial Bridge Configuration information of a TSN Bridge (e.g. Bridge ID, Bridge Name, Port Number in UPF side might be pre-configured in UPF and reported to SMF before UE onboarding (e.g. PDU Session Establishment).
[bookmark: _GoBack]When a new PDU Session is established for TSN traffic, the procedures specified in clause 4.3 of 3GPP TS 23.502 is enhanced and some new capabilities and parameters are applied for TSN adaptation. More details of the procedures are shown in Figure 6 as example.
 [image: ]
1. PDU Session Establishment Request is initiated by the UE. The UE generates a new PDU Session ID for TSN (identified by DNN, S-NSSAI).
2. From AMF to SMF: Nsmf_PDUSession_CreateSMContext Request, include UE ID (e.g. SUPI), PDU session ID.
3. The SMF initiates an N4 Session Establishment procedure with the selected UPF, and provides Packet detection, enforcement and reporting rules to be installed on the UPF for this PDU Session. TSN port number for UE side (DS-TT) is allocated by UPF and provided to SMF. SMF update the bridge management information (mapping table of TSN ports).
4. The SMF sends Namf_Communication_N1N2MessageTransfer to UE & RAN via AMF. AMF forwards CN Tunnel Info (for UL traffic) and QoS profiles to RAN; delivers QoS rules and Bridge ID and allocated TSN port number to UE.
5. RAN to AMF: N2 PDU Session Response, include AN Tunnel info (for DL traffic). The AMF forwards the N2 SM information received from RAN to the SMF.
6. The SMF initiates an N4 Session Modification procedure to the UPF. The SMF provides AN Tunnel Info to the UPF as well as the mapping table of TSN ports (DS-TT to N4 Session ID) in the UPF.
7. The SMF collects the topology information from the UE/DS-TT.
8. The SMF updates PCF about the port mapping table, so that PCF can understand the relations between ports, MAC and the PDU sessions, etc. so that PCF can setup corresponding PCC rules. PCF (directly or via NEF) updates the Bridge capabilities in TSN AF.


3. Proposals
[bookmark: _Toc423020280][bookmark: OLE_LINK6][bookmark: OLE_LINK9]Proposal 1: To update the Bridge Configuration information, include Bridge ID (MAC address of the Bridge), Bridge Name, Number of Ports, a list of Port Number. 
Proposal 2: The Port Number of UE side (DS-TT) is allocated by UPF and provided via N4-Session based procedure. 
Proposal 3. SMF is required to maintain the Bridge Configuration information to bind the Bridge Ports with 5G parameters. SMF distributes the relevant information to other 5G NF (e.g. UE, PCF, TSN AF)
Proposal 4: To enhance the PDU Session Establishment procedures for the delivery of Bridge Configuration information.
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